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## Company Introduction

Hardhat Enterprise is an enterprise formed by students with the aim to design tools to be used assisting white hat operations. They provide students with the opportunity to build-up on their skills, broadening their knowledge, networking and producing useful deliverables.

Currently Hardhat is conducting five interrelated project which all contributes to the goals of the company. Every deliverable developed through each project will be open-sourced and used by anyone. The Hardhat Enterprise aims to creating outcomes which are beneficial to the public through the improvement of existing tools or filling a market need that is not met yet.

The five projects are:

##### Fortify

Creates a platform to connect cyber security volunteers with small organisations in strengthening their security systems

##### Nasa Protocol Exploit

Attempts to find vulnerabilities and create exploits with protocols used by NASA

##### Breaking CAPTCHA

Develops machine learning AI and computer vision model to solve CAPTCHA problems

##### AppAttack

Penetration testing on apps made by Deakin University

##### Penetration Testing GUI

Research, design, develop, and implement software that aids the process of enumeration and exploitation of remote systems

## 

### 

## Project Description

### Purpose

The aim of the Fortify project is to create a platform to connect cyber security volunteers – students, graduates, and self-taught professionals – with small organisations that do not have the resources to hire a cyber security team in strengthening their security systems. This platform will provide volunteers with the opportunity to work on real life projects and apply their skills and knowledge, while gaining the soft skills needed in working environments. The website will also open up opportunities for future cyber security professionals and clients to connect and expand their networking landscape. Fortify also fulfills the goals of Hardhat Enterprise filling the gaps in the market, through the raising of employability for students who struggles to find jobs due to their lack of experiences. The projects conducted will be useful in their portfolio enhance, thus increasing their employability rate. Through this project, Hardhat Enterprise can also emphasise on the importance of cyber security in all business and organisation, no matter big or small.

### Intended Audience and Use

As this project will be undergone over several trimesters, this document serves as a guide to future employees working on the Fortify project. This documentation will be saved on the Fortify cloud folder, where all related members of the project will be able to access it and gain an insight to the website’s purpose, plans, designs, features, and requirements. The document will also be available to the director of Hardhat Enterprise. Future employees can seek out this document to seek out a start to where we left of this trimester. Once completed this document may also be accessible to the AppAttack team for analysing for possible vulnerabilities.

### Scope

The outcome of this project is to create a website where volunteer cyber security professionals and students can connect with small businesses or organisations in assisting them in their security assessment and management. Through this platform, small organisations will be matched up to a compatible volunteer who will assist them in the security concerns of their businesses. Through this interaction, small organisation will gain an insight to the importance of cyber security management and provide them with a head start to the security plans on their businesses.

The UI/UX of the website will be simple – with easy to read fonts and light colours – to make it easier on the eyes of all users that explores the website. The website will also include all necessary information regarding the website with its aims, purposes, and roles. In addition, organisations may also get to know their volunteers through the information listed on the volunteer’s profile page, providing them with the assurance of knowing who they are working with.

When volunteers and organisations sign up, they will be required to complete a survey to rank their knowledge and security level. The information later would be used by the matchmaking tool in assisting to find the compatibility between a volunteer and organisation to find the best possible match to achieve the targeted goals. The information provided by each organisation is given to the volunteers in assisting them in their assessment.

## Overall Description

### User Needs

### Assumptions and Dependencies

### 

## Website Features ad Requirements

### External Interfaces

#### Clear Information

#### UI/UX Design

#### Self-Assessment Survey

### System Features

#### Login and Sign Up

#### Matchmaking tools

### Non Functional Requirements